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ABSTRACT 

To this date, research on crisis informatics has focused on the detection of trust in Twitter data through the use 
of message structure, sentiment, propagation and author.  Little research has examined the effects of perceived 
emotion of these messages in the crisis response domain. Toward detecting useful messages in case of crisis, we 
examine perceived emotions of these messages and how the different emotions affect the perceived usefulness 
and trustworthiness. Our analysis is carried out on two datasets gathered from Twitter concerning hurricane 
Sandy in 2012 and the Boston Bombing 2013. The results indicate that there is a significant difference in the 
perceived emotions that contribute towards the perceived trustworthiness and usefulness. This could have 
impacts on how messages from social media data are analyzed for use in crisis response. 
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INTRODUCTION 

We believe that data directly contributed by citizens, and data scraped from bystanders witnessing a disaster, 
have strongly positive potential to give responders more accurate and timely information than is possible with 
traditional information gathering methods. Many emergency decision makers see the data produced through 
crowd sourcing and social media as ubiquitous, rapid and accessible—with the potential to contribute to 
situational awareness (Vieweg et al. 2010). In response to increased online public engagement and the 
emergence of digital volunteers, professional emergency responders have sought to better understand how they 
too can use online media to communicate with the public and collect intelligence (Denef, Augustin, Bayerl, & 
Kaptein, 2013; Latonero & Shklovski, 2011; Sutton et al., 2015). 

Due to the perceived lack of authentication and validation of content posted in Twitter micro-blogs, large-scale 
responders have been reluctant to incorporate social media data into the process of assessing a disaster situation 
and the subsequent decision-making process to send aid workers and supplies to disaster locations. Committing 
to the mobilization of valuable and time sensitive relief supplies and personnel, based on what may turn out be 
illegitimate claims, has been perceived to be too great a risk. Incorporating the products of digital volunteer 
activity into professional emergency practice has proved to be challenging due to issues with credibility, 
liability, training, and organizational process and procedure (Hughes and Palen 2012; Starbird and Palen 2013). 

Our study resulted in a wealth of useful and informative insights. In particular, our analysis allows us to take a 
first step toward understanding whether emotions used during a tweet will affect the outcome of community 
vetted information in terms of tweet trustworthiness and usefulness. We focused on addressing the following 
research questions: For two different disaster types, man-made and natural, what are the effects of perceived 
emotions on trustworthiness and usefulness?   

Our findings indicate that there is an effect of emotion type, particularly fear, sadness, and neutral emotions on 
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the trustworthiness and usefulness of a Tweet. 

RELEVANT LITERATURE 

Using social media feeds as information sources during a large-scale event is highly problematic for several 
reasons, including the inability to verify either the person or the information that the person posts (Tapia, Bajpai, 
Jansen, Yen, & Giles, 2011; Tapia, Moore, & Johnson, 2013; Starbird & Paylen, 2013). 

The research involving veracity in technologically mediated environments has had two distinct approaches. The 
first approach looks at the person supplying the information, while the second looks at the information itself. 
Identifying who is providing information, whether the person is reliable, credible and in a position to know 
information are extremely valuable factors to establish trustworthiness (Grabner-Kräuter, Kaluscha, & 
Fladnitzer, 2006). On a personal level, analysis of sentiment, or the implied emotional state of a microblogger 
has been proven useful in political debate analyses, earthquakes, and during national security incidents 
(Diakopoulos & Shamma, 2010; Qu, Huang, Zhang, & Zhang, 2011).  

In recent work by (Gupta, Kumaraguru, & Castillo, 2014), a real-time system, called TweetCred, was developed 
to assign a credibility score to tweets in a user’s timeline; however, it does not take the detection of emotions 
into account. Their findings indicate that the system assigned a trust score lower than expected by their 
participants which could be explained by the perceived emotional context. Using features extracted from users’ 
posting behavior and tweets’ social context, the newsworthy events were classified as credible or not credible 
(Castillo, Mendoza, & Poblete, 2011). Their work tried to model whether end-users would believe the 
information reported in tweets is true or not, but was not concerned with detecting whether the information in 
tweets was itself accurate or contained an emotion. (Dailey & Starbird, 2014) explored techniques such as 
visible skepticism to help control the spread of false rumors, but did not intend to automatically detect false 
rumors. Most research in disaster-related area has been performed post-hoc, and the most important aspect of 
any intelligence received, intelligence that is actionable and precisely geo-located, has not yet been achieved and 
is also complicated by translation and language understanding (McClendon & Robinson, 2012; Munro, 2011).  

METHODS 

In 2014 we started the complex process of creating gold-standard datasets of disaster-related data. Given our 
collections of tweets related to the Hurricane Sandy and Boston bombings, we derived two sets of rules. These 
rules included labeling events as relevant, i.e., disaster or non-disaster events, trustworthy and their usefulness to 
first-responders. Based on the derived rules, we used Mechanical Turk (MTurk) to manually label the tweets. 
Utilizing crowd sourced data such Amazon Turk is representative of the volunteers that could be found during a 
crisis and is supported by the works by (Dailey & Starbird, 2014) and (Ann, Denis, & Hughes, 2012). In total 
about 3711 unique tweets were labeled (some had multiple labelers).  

Two main dependent variables were investigated, the perceived trustworthiness and usefulness of each tweet. 
Each variable has 5 levels as depicted in table 1 and table 2. The participants were shown a tweet along with 9 
questions asking about their perceptions of that tweet as seen in table 3. For the perceived trustworthiness users 
were asked “How trustworthy would you rate this tweet?” Likewise for the perceived usefulness users where 
asked “How useful would this tweet be to first responders (i.e. units trying to provide help)?”  

Table 1 - Trustworthiness Coding Schema 
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Table 2 - Usefulness Coding Schema 

 

In total we focused on the independent variable related to the emotion expressed within the tweet. This question 
was designed as an 8 point categorical and the response text and codes can be seen in table 3. 

Table 3 - Independent Variable Coding Schema 

Variable Description Response Codes 

EmoType Which emotions does this tweet express? 
anger, disgust, fear, happiness, 
sadness, surprise, neutral, 
irrelevant 

 

Data description 

The first data set used in our experiment was collected from Twitter during the disastrous Hurricane Sandy. 
Specifically, the dataset contains 12,933,053 tweets crawled between 10-26-2012 and 11-12-2012 using the 
hashtag sandy and hurricane. We randomly sampled a subset of 1711 tweets from the crawled data for our 
labeling tasks. The second data set used in our experiment was collected from Twitter using the hashtag 
prayforboston, Boston, bomb, and bombs during the Boston Bombing incident between 04-15-2013 and 04-25-
2013 and contained 23,642,905 tweets. We randomly sampled a subset of 898 tweets from the crawled data for 
our labeling tasks. 

Overall for the Hurricane Sandy dataset, we employed 1702 workers, who labeled 1711 unique tweets, each 
worker labeled multiple tweets and most tweets had multiple labelers. Of these, we disregarded 149 (8.71 %) 
tweet messages and their corresponding labelers data as these were perceived as not being related to Hurricane 
Sandy. For the Boston bombing dataset a total of 898 unique tweets were labeled (some had multiple labelers). 
Of these, we disregarded 207 (23.05%) tweet messages and their corresponding labels data as these were 
perceived as not being related to the Boston Bombing. Note as our dataset for the Boston bombing contained the 
filter "Boston" this resulted in a large number of tweets that were unrelated to the bombing. This allowed us to 
have tweets that were considered relevant to the Sandy Hurricane and the Boston Bombing by the labelers.  

The following graph represents the distribution of the labeler’s responses to each tweet with respect to the tweet 
being trustworthy and/or useful: 
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Statistical techniques 

Multiple tests where completed in order to fully understand and describe the data. In order to prevent Type I 
error a large sample size was used for each test in addition to setting the significance level at ρ < 0.05. In order 
to answer the question of “For two different disaster types, man-made and natural, what are the effects of 
perceived emotions on trustworthiness and usefulness?” the following hypotheses was developed: 

H1: There is a significant effect of perceived emotions on the perceived trustworthiness and usefulness 
rating found in both man-made and natural disaster data 

This hypothesis would provide sustenance to the idea of adding the factor of perceived emotion type to tools 
developed to automate the detection of trust and usefulness.  

A multinomial logistic regression was used to identify the relationships between the dependent variables of 
trustworthiness and usefulness with the independent variable of Emotion type. As we were primarily interested 
in the analysis within the disaster response domain, data with a response of “No” to the “is this tweet about the 
disaster”, were removed. The logistic regression model is shown as the following form: 

ln
𝜌

1 − 𝜌
=   𝛽! + 𝛽!𝑋! 

 

 where ρ is the probability of effects on the perceived trustworthiness and usefulness, ( !
!!!

)is the odds of the 
effects on the perceived trustworthiness and usefulness; β0 is a constant Xi is the vector of independent variables 
and βi is the parameter for the ith independent variable. This was done twice, once for each of the datasets used 
within the analysis for this paper. A similar analysis can be found in (Hyun & Ditton, 2006)  

Multinomial Logistic Regression 

A multinomial regression analysis was used with the value of 0 (most certainly untrustworthy and not useful) 
selected as the reference point. The results are shown below.      

Sandy data 

The first analysis for the multinomial logistic regression was for the hurricane Sandy dataset’s usefulness score 
the shown in Table 4 - Multinomial Logistic Regression (Sandy - Emotype vs Usefulness) and was found to be 
statistically significant (χ2 = 345.97; ρ < 0.001). It shows that two highest odds ratios are for the emotion of 
sadness and fear. That is, a tweet is perceived to have a sadness quality then it is 5.896 times more likely to be 
considered very useful than not at all useful.  
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Table 4 - Multinomial Logistic Regression (Sandy - Emotype vs Usefulness) 

 
The second analysis was for the hurricane Sandy dataset’s trustworthiness score the shown in Table 5 and was 
found to be statistically significant (χ2 = 497.28; ρ < 0.001).  Note that two highest odds ratios are for the 
emotion of sadness and fear. That is, for example, a tweet is perceived to have a fear emotion then it is 10.354 
times more likely to be considered very trustworthy than not trustworthy.  
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Table 5 - Multinomial Logistic Regression (Sandy - Emotype vs Trustworthiness 

 
Boston data 

The third analysis for the multinomial logistic regression was for the Boston bombing dataset’s usefulness score 
the shown in table 6 and was found to be statistically significant (χ2 = 150.04; ρ < 0.001). It shows that highest 
odds ratio is that of the emotion fear meaning it is 9.419 times more likely to be considered very useful than not 
at all useful. 
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Table 6 - Multinomial Logistic Regression (Boston - Emotype vs Usefulness) 

 
The fourth analysis was for the Boston bombing dataset’s trustworthiness score the shown in and was found to 
be statistically significant (χ2 = 194.71; ρ < 0.001). It shows that the highest odds ratios are for the emotion of 
sadness. This means that an emotion of sadness during a man-made disaster would lead to a higher 
trustworthiness score. 

Table 7 - Multinomial Logistic Regression (Boston - Emotype vs Trustworthiness) 
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In order to investigate the significant effects of emotion types on our trustworthiness and usefulness score we 
have prepared the following summary table below:  

Table	  8	  -‐	  Summary	  table	  indicating	  the	  significant	  emotion	  types	  on	  usefulness	  and	  trustworthiness	  with	  α	  <	  0.05	  

 
As we can see from the table (Table 8 - Summary table indicating the significant emotion types on usefulness 
and trustworthiness with α < 0.05 when using a multinomial logistic regression to compare the significant 
likelihoods that a user will select an option other than Most certainly untrustworthy we can see the following 
patterns;  

• If a tweet has a perceived emotion type of anger or disgust, then there is no significant difference in the 
selection of the perceived trustworthiness or usefulness.  

• If a tweet has a perceived emotion type of happiness, sadness, surprise or irrelevant then there is a 
partial significant difference in the selection of the perceived trustworthiness or usefulness.  

• The most interesting finding is that of the emotion type fear and neutral. Both of these emotion types 
can significantly affect the likelihood of selecting an option other than most certainly untrustworthy.  

DISCUSSION  

It is important to remember that the barriers of social media data adoption are broad and numerous. Despite this, 
the advantages and potential information that can be found within the network fair outweighs the difficulty of 
the work that must be performs in using it. (Tapia et al., 2011) have already described pockets of use of social 
media data and illustrate both the frustration and hope of one-day being able to use this data effectively. As 
such, automatically synthesizing of this data into a manageable quantity should be the goal of anyone hoping to 
overcome the barriers to it adoption. While previous research has begun to attempt to do this through the avenue 
of investigating trust and how to automate its assessment, this research shows that the addition of detecting a 
tweet’s perceived emotion can further validate the trust and usefulness measure.  

Our analysis focuses primarily on the type of emotion used during a tweet as this was deemed to be the most 
interesting and novel factor and serves as the main driver for the multinomial logistic regression. As seen in the 
summary table (Table 8) the two primary emotions that affected the selection of the trust score value were fear 
and neutral (no emotion). The first emotion type, fear, could be explained by people sympathizing with the 
tweet authors. That is when someone is scared or sad, human nature is to sympathize and try to help; this in turn 
would lead one to be more likely to believe (trust) the data being presented. In addition the neutral emotion 
could be attributed to Tweet presenting facts or information in which the data is very cut and dry. This could be 
an explanation as to why the neutral emotion type played a smaller role (than that of fear) in the selection of the 
trust score. Stepping back, one can see that the H1 should be accepted as the results support emotion types 
affecting perceived usefulness and trustworthiness rating. 

CONCLUSIONS 

To fully develop an automated trust score for Twitter tweets is no easy however this research has shown an 
additional technique for generating this score. That is, by investigating methods to detect the emotions found 
within a Twitter message, in particular, fear and neutral emotion would prove beneficial in providing the crisis 
responders an accurate assessment of the trust of the message. Further as social media data provide a plethora of 
data, tools that would generate a trust assessment based on both man-made and natural disasters should use 
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detection of emotion type (possibly through sentiment analysis) to improve the automation of the trust 
assessment of social media data. That is, by using the detection of emotion a tweet that is deemed highly 
trustworthy or useful with a high fear level, we could flag it for further vetting. Tweets with a high trustworthy 
and usefulness rating and a neutral emotion could be passed through as more informational and further 
examined.    

In utilizing these tools the barrier of the amount of data found can be overcome. That is, rather than have 
valuable resources devoted to sifting through and analyzing every tweet during a crisis; tools could partially 
automate this tedious process. In doing this these tools would be able provide more relevant information to first 
responders. In detecting emotions in the tweet (particularly fear) the tools could mark the message for further 
vetting. This would prove useful in situations where a Tweet has been deemed untrustworthy through other 
methods, and yet, people still want to believe it. In turn, this would allow the crisis response managers to have a 
better understanding of the data leading to better situational awareness, and thus allowing them to make 
effective decisions in time critical situations. 
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